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Overview
Cybersecurity company Claroty has informed HMS of a vulnerability concerning the application eCatcher.

Impact
This vulnerability could be remotely exploited to gain remote code execution.

Affected products and versions
eCatcher before version 6.5.5

Severity / CVSS Score
The CVSS1 severity base score is 9.6, and the associated scoring vector is AV:N/AC:L/PR:N/UI:R/S:C/C:H/I:H/A:H

HMS Recommendations
HMS recommends that eCatcher is updated to version >= 6.5.5 where the issue has been fixed.

Product updates
An update that fixes the problem is available here.
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Additional information
Ewon website vulnerability notification: https://www.hms-networks.com/cybersecurity
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1 CVSS is owned by FIRST and used by permission. https://www.first.org/cvss